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Privacy Policy of Canada First Party 
1. Statement of Personal Information Collection 

Canada First Party collects various types of personal information in accordance with its activities. 
This may include information related to an elector's address, contact information of party 
members, and information obtained through data social media platforms. 

2. Protection of Personal Information 

Canada First Party ensures the protection of personal information under its control by 
implementing the following measures: 

• Encryption of electronic data 

• Secure storage of paper information in locked filing cabinets 

• Limiting access to personal information to authorized individuals within the party 

• Maintaining up-to-date network protections and firewalls 

3. Use and Disclosure of Personal Information 

Personal information collected by Canada First Party is used for specific purposes related to 
political activities such as fundraising, volunteer drives, and voter authentication. This information 
is not sold or disclosed to external parties without consent, except as required by law. 

4. Training of Party Officials 

All employees and volunteers of Canada First Party who have access to personal information 
receive training on safeguarding personal information and adhering to acceptable disclosure 
practices. 

5. Online Activity and Use of Cookies 

Canada First Party collects personal information through online activity and may use cookies for 
website functionality. Visitors are informed about the collection and use of personal information 
through cookie disclosures. 

6. Contact Information 

For inquiries or concerns regarding the protection of personal information by Canada First Party, 
individuals may contact: 
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Best Practices Based on Fair Information Principles 

The Canada First Party adheres to fair information principles to protect the privacy rights of 
individuals. These practices include: 

• Accountability: Implementing policies and procedures to protect personal information and 
ensuring compliance with privacy standards. 

• Identifying Purposes: Documenting and transparently communicating the purposes for 
which personal information is collected and used. 

• Consent: Obtaining valid consent from individuals before collecting or using personal 
information and respecting individual preferences. 

• Limiting Collection, Use, Disclosure, and Retention: Collecting only necessary personal 
information and using it for specified purposes. 

• Accuracy: Ensuring that personal information is accurate and up to date. 

• Safeguards: Implementing security safeguards to protect personal information from 
unauthorized access, disclosure, or use. 

• Openness: Maintaining transparency about personal information management practices 
and making privacy communications accessible. 

• Individual Access: Providing individuals with access to their personal information and 
allowing corrections if needed. 

• Challenging Compliance: Establishing complaint handling procedures to address privacy 
concerns and provide recourse for individuals. 

 


